Use an ftp client such as pftp, CuteFTP, or WS_FTP that can do passive transfers.  Trial-ware versions are available at http://www.download.com . The FTP client from the windows cmd line cannot do passive trasnfers.  The cmd line FTP client will work if there are no firewalls between your FTP client and the ftp-sj.cisco.com server.  Internet explorer FTP urls do not work well as you will not have LIST permission on the ftp-sj server.  LIST permission is denied for security purposes.

Server: ftp-sj.cisco.com

Username: anonymous 

Password: <your email address>

Passive connection.

Once connected cd to /incoming.

In pftp this is done by issuing the command “cd /incoming”

In WS_FTP click the ChgDir button on the right hand side (server side) and type “/incoming” without the quotes into the box.

Once in /incoming, change to binary mode to upload any binary format file such as sniffer traces, zip files, etc.

In pftp: “bin”

In WS_FTP click the “Binary” radio button at the bottom of the screen.

“put” the file you wish to upload into ftp-sj/incoming

pftp: “put myfile.zip”

ws_ftp: drag from the left pane, drop on the right pane.

If you receive a file error, either you are not using passive mode, or a file already exists with the name you are attempting to upload.  Make sure you are using a passive FTP connection.  Rename your file to a different name and re-attempt the upload.

Once the upload is successful it will not “appear” on ftp-sj server as LIST permission is denied.  E-mail your TAC engineer the name of the file.

Bonus points: use md5sum to calculate the md5sum of large files before uploading.  Include the md5sum when you e-mail TAC.  Md5sum is basically a checksum to verify file integrity. 

