Discover.  Innovative.  Collaborate.  Inform. A few words we use to describe a career at OCLC.

 OCLC, a worldwide library services organization headquartered in Dublin, Ohio, is a leader in information technologies and innovative online services. With office locations around the globe, OCLC employees are dedicated to offering premier services and software to help libraries cut costs while keeping pace with the demands of our information-driven society.

· Assists in developing and interpreting requirements.  Translates requirements and designs into functional network systems
· Designs, tests, and implements multiple components of network systems in a timely manner.
· Participates in unit, system and acceptance testing by designing tests, building test data, executing test, and evaluating results, along with recommending and making improvements and fixes to the tested systems
· Follows and implements all configuration management processes and suggests improvements as they pertain to their work unit
· Participates in load, capacity and performance analysis and/or testing.
· Prepares network gear for deployment in the data centers
· Analyzes and troubleshoots network links, hardware problems or applications.
· Formulates and implements monitoring policies, procedures and standards relating to network monitoring
· Tests new technologies that can be implemented for more productive environment
· Repairs and recovers from hardware or software failures. Conducts emergency maintenance
· Interprets all OCLC ISO-9000 procedures and the SDLC, as they pertain to their work unit, and continually seeks improvements to development procedures.  Follows and implements all relevant ISO and NISO standards at the software development level.
· Requires good technical writing skills including ability to write clear, concise project documentation and ability to draw Visio configurations.  Requires good verbal communication skills and the ability to interact with other organizations within OCLC.
· Participates in the analysis and implementation of 3rd party solutions for OCLC applications with the ability to understand the impact and analyze the risk.
· Participates in load, capacity and performance analysis and/or testing. Participates in unit, system and acceptance testing by designing tests, building test data, test execution and evaluation.
Qualifications
· Bachelor's degree in a Computer Science-related discipline required and skills usually represented by 3-6 years of network engineering in a highly available network environment
· Familiar with Cisco and/or HP routers and switches
· Familiar with Firewall technology
· Familiar with VPN technology
· Familiar with Application Delivery Controller (Load Balancer) technology
· Familiar with network monitoring and analysis tools
· Has successfully implemented at least one significant network engineering project
· Understands remote site requirements and architecture.
· Works with other areas in implementing significant architectural changes.
· Successfully manages multiple projects or sub-projects, at a Project Initiation approved level of up to $20,000-$100,000 using proven project management techniques.
· Ability to analyze and solve problems in existing systems
· Ability to work and communicate effectively in a team environment
· Scripting and programming skills (Shell, Awk, Perl)
· Working knowledge of standard infrastructure tools. (Radius, DHCP, DNS, NTP, SYSLOG, SSH etc).
· Demonstrated troubleshooting skills through resolution; understanding problem from the network, OS, and application levels
